7.10
XZX Memory Locking

7.10.0
Status and history

OK: Not assigned
2007-12-15, status noted, Jim Moore
2007-08-04, Edited by Benito

2007-07-30, Edited by Larry Wagoner

2007-07-20, Edited by Jim Moore

2007-07-13, Edited by Larry Wagoner
7.10.1
Description of application vulnerability

Sensitive data stored in memory that was not locked or that has been improperly locked may be written to swap files on disk by the virtual memory manager. 

7.10.2
Cross reference

CWE:
591. Memory Locking

7.10.3
Categorization

See clause 5.?. <Replace this with the categorization according to the analysis in Clause 5. At a later date, other categorization schemes may be added.>

7.10.4
Mechanism of failure

Sensitive data that is written to a swap file may be exposed.

7.10.5
Avoiding the vulnerability or mitigating its effects

Software developers can avoid the vulnerability or mitigate its ill effects in the following ways:

· Identify data that needs to be protected from swapping and choose platform-appropriate protection mechanisms.

· Check return values to ensure locking operations are successful.

· On Windows systems the VirtualLock function can lock a page of memory to ensure that it will remain present in memory and not be swapped to disk. However, on older versions of Windows, such as 95, 98, or Me, the VirtualLock() function is only a stub and provides no protection. On POSIX systems the mlock() call ensures that a page will stay resident in memory but does not guarantee that the page will not appear in the swap. Therefore, it is unsuitable for use as a protection mechanism for sensitive data. Some platforms, in particular Linux, do make the guarantee that the page will not be swapped, but this is non-standard and is not portable. Calls to mlock() also require supervisor privilege. Return values for both of these calls must be checked to ensure that the lock operation was actually successful.

7.10.6
Implications for standardization

[Note: Should POSIX and other API standards should provide the functionality.]

7.10.7
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